
 
 

Adding Proxy Details to Your Headsets 
 

If your network uses a non-transparent proxy server, you’ll need to add these details to each headset. 

First, make sure your ClassVR headsets are connected to Wi-Fi. 

Create a QRKey 

Visit http://portal.classvr.com and make sure you have logged in. Click Admin at the top right of the 

screen. 

On the admin page, look for the Network section and click Connect Device, then click the link to our 

quickstart page. 

 

 

 

 

 

 

Enter the information into the Proxy area. 

1. Complete the required fields: 

a. Proxy Host – The host address of your school’s proxy server. 

b. Proxy Port – The port number of your school’s proxy server. 

c. Username – The username for your school’s proxy server (if necessary). ○ Password – 

The password for your school’s proxy server (if necessary). 

d. Exclusions – Any addresses that should not be accessed via your school’s proxy server. 

Note: Proxy exclusions should be separated by commas. For example: 

myschool.sch,espresso. Wildcards in Android exceptions are handled differently to other 

platforms and there is no need to use the asterisk as a wildcard character.  ○ For 

example, an exception for yourschool.sch matches yourschool.sch as well as any 

subdomains (e.g. mail.yourschool.sch). 

2. Don’t forget to save an image of the QRKey if necessary. 

 

Scan the QRKey with each headset 

On each of your ClassVR headsets, open the Scanner app by looking at the icon of a 

QR code and making the select gesture with your hand in front of the device. Once the 

Scanner app launches, simply look at the Proxy QRkey until you hear a beep. This will 

add the details to your headset. 

http://portal.classvr.com/

